青电大校字﹝2016﹞46号
青海广播电视大学

关于印发《青海广播电视大学网络信息保密

管理办法》的通知

学校各部门：

为了加强学校网络信息保密审查工作，建立规范的信息保密审查机制，结合我校实际，制定了《青海广播电视大学网络信息保密管理办法》，现予印发，请遵照执行。

青海广播电视大学

2016年9月26日
	青海广播电视大学办公室            2016年9月26日印发


青海广播电视大学网络信息保密管理办法

根据《中华人民共和国保守国家秘密法》和《青海省政府信息公开保密审查管理办法》等国家有关法律法规及我省相关规定，结合我校实际，特制定本办法。
一、信息保密审查

1．保密审查的范围包括政府和学校主动公开和依申请公开的任何信息。
2.保密审查按照审查流程采取书面审查形式。
3.保密审查信息的内容及其载体应当具有真实性、客观性和完整性。
4.学校应在特定范围内指定熟悉保密法律、法规，具备定密知识，有相关业务工作经验的人员担任保密审查员。
5.信息公开审查依据：

（1）《中华人民共和国保守国家秘密法》及其相关法规；

（2）《国家秘密及其密级具体范围的规定》；

（3）其他已确定为涉密或不宜公开的信息。

二、信息审查程序

1.信息产生机构提出是否公开政府信息的审查意见。

2.部门负责人审核本部门拟发布的信息。

3.需要学校核定的信息提交学校办公室及保密审查员审核，并报主管校领导审批。

三、网络信息保密工作要求
1.指定专人负责接入网络的安全保密管理工作和上网信息的保密检查，落实好保密防范措施，对本单位上网人员进行保密教育和管理。

2.涉密信息不得在与国际网络联网的计算机系统中存储、处理和传输。
3.凡上网的信息，上网前必须按照《青海广播电视大学网站新闻信息发布管理办法》进行审查、登记，“谁上网，谁负责”，确保国家秘密不上网。

4.不得利用校园网从事危害国家安全，泄露国家机密的活动。

5.未经批准，任何人不得开设BBS，一经发现立即依法取缔。

6.对校园网内开设的合法论坛要积极推行论坛管理员负责制，论坛主持人应经主管校领导批准并备案，坚决取缔未经批准开设的非法论坛。

7.加强上网信息管理和个人主页管理，对于在个人主页中张贴、传播有害信息的责任人要依法处理，并删除个人主页；不得在校内任何计算机上私自开设网站，一旦发现，依法从重处理。

8.校内各机房要严格管理制度，落实责任人。引导学生开展健康、文明的网上活动。

9.发生重大突发事件期间，校园网安全领导小组及各部门领导要加强网络监控，及时、果断地处置网上突发事件，维护校内稳定。

10.加强信息监控。工作人员如在网上发现反动、黄色的宣传品和出版物，要保护好证据，及时向校主管领导汇报，依据有关规定处理；如发现泄露国家机密的，要及时报网络中心采取措施，同时向学校校园网安全领导小组报告，构成犯罪的，移交司法部门依法追究刑事责任。对于问题突出，管理失控，造成有害信息传播的，坚决依法予以关闭和清除，并对责任人依照有关规定给予处理。
附件：1.青海广播电视大学信息保密审查程序流程图

2.青海广播电视大学上网信息保密审查单

附件1：
青海广播电视大学信息保密审查程序流程图
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附件2

青海广播电视大学上网信息保密审查单
                年    月    日

	单  位
	
	拟稿人
	
	联系方式
	

	核  稿
	
	校  对
	
	份 数
	

	文  号
	
	缓 急
	

	密级
	
	定密依据
	
	保密期限
	

	信息标题
	

	附  件
	

	备  注
	

	拟稿单位提出公
文公开属性及原因
	拟公开属性：  主动公开□   依申请公开□   不予公开□
不予公开原因：国家秘密□   商业秘密  □   个人隐私□
              工作秘密□      法律法规规章禁止公开□
              危机国家安全公共安全经济安全社会稳定□

	分管校领导意见
	签字：                      年    月   日    

 


属于不能公开的信息





属于可以公开的信息





第三方不同意公开的信息





第三方同意或有关部门认为应当公开的信息
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信  息  公  开  流  程





属于可以公开的信息





属于不能公开的信息





涉及第三方利益的信息





对仍不能确定属性的信息，报省国家保密局确定





主管校领导提出审查意见





不能确定属性的





部门领导审定





信息形成并提出属性
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